# 1 часть. Учим ребенка безопасному поведению в сети. Правила, о которых нужно знать родителям

О том, что в виртуальном пространстве порой может быть даже опаснее, чем ночью в безлюдном переулке, сегодня знают все взрослые и дети. Тем не менее почти каждый день в СМИ появляются сообщения о том, как в очередной раз мошенники выманили деньги у доверчивых пользователей Сети или как подростка шантажировали в соцсетях фотографиями, видео или личной перепиской. В статье даны четкие рекомендации родителям, как научить ребенка пользоваться смартфоном безопасно, при этом не запрещая и не ограничивая его личную свободу.

##### Запрещать бесполезно

Даже если дома запрещать ребенку пользоваться гаджетами, принудительно отключать интернет и наказывать таким образом, вне дома ребенок все равно найдет способ выйти в Сеть.

И несмотря на то, что родители могут быть уверены, что у сына или дочери нет аккаунта в социальных сетях, это не всегда так. Нередко ребенок заводит страничку под псевдонимом.

Очень важно не запрещать, а постараться предупредить о том, что выход в интернет может быть опасным.

##### Ответственность за общение

Ребенок должен понимать, какой круг общения он формирует в социальных сетях, поскольку в интернете в большинстве своем нет никаких ограничений — в Сети могут быть очень разные люди. Важно помнить, что общение — это не игра и за любое противоправное действие человек несет реальную ответственность.

##### Все, что написано, может прочитать каждый

Даже если аккаунт закрыт, туда все равно могут попасть случайные люди, поэтому крайне важно всегда продумывать то, что ты хочешь написать. И даже если запись удалена, всегда остается информационный след.

##### Нужно оберегать личное пространство

Нельзя отвечать незнакомым на вопросы, связанные с вашим адресом, родителями, временем пребывания дома, местом нахождения.

Не стоит публиковать фото и видео, за которые может стать стыдно. Можно привести в пример какого-то известного человека, который сам опубликовал фото, испортившее его репутацию.

Также нельзя соглашаться на реальную встречу с виртуальным другом, не ставя в известность родителей.

##### Не переходить по незнакомым ссылкам

В современных соцсетях очень распространен такой вид мошенничества, когда пользователю предлагают товар по сниженной цене или работу на очень привлекательных условиях, нужно лишь перейти по определенной ссылке и ввести свои данные. Делать это ни в коем случае нельзя — мошенники могут завладеть вашими личными данными.

Точно так же нельзя скачивать неизвестные или сомнительные приложения не из официальных магазинов — с их помощью у ребенка могут украсть данные или занести на телефон или компьютер вирус.